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# Guía del módulo de administración de DPM 2010

La Guía del módulo de administración de System Center Data Protection Manager (DPM) 2010 para Operations Manager 2007 explica cómo usar el Módulo de administración de DPM para supervisar el estado de protección y recuperación de datos para los servidores DPM y los equipos que estos protegen, además de supervisar los indicadores clave de estado y rendimiento de los servidores DPM.

Esta guía contiene información general sobre el Módulo de administración de DPM, contiene instrucciones para implementar el módulo de administración en un entorno de System Center Operations Manager 2007 R2 existente, y ofrece referencia técnica sobre los atributos de equipos, grupos de equipos, grupos de notificación y reglas que definen el comportamiento del Módulo de administración de DPM.

## Versión del documento

Esta guía se basa en el Módulo de administración de System Center Data Protection Manager 2010.

Historial de revisiones

|  |  |
| --- | --- |
| Fecha de publicación | Cambios |
| Agosto de 2010 | Versión original de esta guía |

# Introducción al Módulo de administración de System Center Data Protection Manager 2010

La Guía del módulo de administración de System Center Data Protection Manager (DPM) 2010 explica cómo usar el Módulo de administración de DPM 2010 para supervisar el estado de protección y recuperación de datos para los servidores DPM y los equipos que estos protegen, además de supervisar los indicadores clave de estado y rendimiento de los servidores DPM.

## Descarga del módulo de administración y la documentación más recientes

Puede encontrar el Módulo de administración de System Center Data Protection Manager 2010 en [System Center Operations Manager 2007 Catalog (Catálogo de System Center Operations Manager 2007)](http://go.microsoft.com/fwlink/?LinkId=82105) (http://go.microsoft.com/fwlink/?LinkId=82105).

## Para importar un módulo de administración

1. Inicie sesión en el equipo con una cuenta que forme parte de la función Administrador de Operations Manager para el grupo de administración de Operations Manager 2007 R2.

2. En la consola de Operations, haga clic en Administración.

Nota

Si ejecuta la consola de Operations en un equipo que no sea un servidor de administración, aparecerá el cuadro de diálogo Conectar a servidor. En el cuadro de texto Nombre del servidor, escriba el nombre del servidor de administración de Operations Manager 2007 al que desea que se conecte la consola de Operations.

3. En el panel Acciones, haga clic en Importar módulos de administración, busque la ubicación del módulo de administración y, a continuación, haga clic en Abrir.

Nota

El nombre de archivo del Módulo de administración de DPM 2010 es Microsoft.Windows.SystemCenterDPM2010.mp.

4. En el cuadro de diálogo Importar módulos de administración, que muestra los módulos de administración que ha seleccionado, haga clic en Agregar o quitar para editar la lista de los módulos de administración que desea importar. Cuando haya seleccionado los módulos de administración que desea importar, haga clic en Importar.

5. Una vez completado el proceso de importación, cuando en el cuadro de diálogo se muestre un icono junto a cada módulo de administración que indica si la importación se ha realizado correctamente o no, haga clic en Cerrar.

# Novedades

 El Módulo de administración de DPM 2010 permite reducir alertas innecesarias que aparecen en la consola mediante el uso de alertas basadas en contratos de nivel de servicio (SLA) y de supresión de errores duplicados.

Mediante la generación de alertas basadas en contratos de servicio, las alertas aparecerán únicamente si un trabajo determinado ha fallado dentro de un periodo concreto.

Mediante la supresión de errores duplicados, el módulo de administración suprime las alertas que se emiten como reacción a un evento de causa raíz. Por ejemplo, si no tiene acceso a un servicio agente de protección DPM, o si un equipo protegido no está en funcionamiento y los trabajos de copia de seguridad de todos los orígenes de datos están fallando, el módulo de administración actualiza el estado de todos los orígenes de datos afectados sin provocar una alerta específica del origen de datos.

 DPM2010: Error de creación de punto de recuperación sin alerta

 DPM 2010: Error al crear el punto de recuperación con precedencia

 DPM2010: La réplica no es coherente (3106)

 DPM 2010: Réplica incoherente

 DPM 2010: Error de sincronización sin alerta

 DPM2010: Errores de sincronización (3115)

 Si utiliza un sistema de vales y está utilizando el Operations Manager, el Módulo de administración de DPM 2010 permite utilizar reglas en lugar de monitores. Las reglas del módulo de administración son las siguientes:

 DPM 2010: Error al crear el punto de recuperación, se superó el umbral

 DPM 2010: Réplica incoherente con umbral

 DPM 2010: Error de sincronización con umbral

Nota

De forma predeterminada, el Módulo de administración de DPM habilita los monitores. Si desea utilizar las reglas, debe habilitarlas.

 Las siguientes alertas son nuevas en esta versión del Módulo de administración de DPM 2010:

 No se pudo realizar la copia de seguridad de enumeración de metadatos

 Se requiere la propiedad de agente

 Réplica asignada y replicación inicial programada

 Se cambió la ruta de acceso al recurso compartido

 Se detectaron discos duplicados

 No se pudo corregir el localizador principal de VHD

 No se pudo realizar la enumeración de metadatos de máquina virtual

 Se canceló la corrección del localizador principal de VHD

 Error de catálogo de nivel de elemento de SharePoint

 Copia de seguridad sin metadatos del escritor

 Inclusión de comentarios del cliente

 Error de SLA de copia de seguridad

 Recuperación de Hyper-V realizada correctamente

 Notificación de alerta No se puede obtener acceso a la base de datos DPMDB global

 Restaurando archivos desde el área de almacenamiento provisional

 Restauración del área de almacenamiento provisional realizada correctamente

 Restauración del área de almacenamiento provisional parcialmente correcta

 No se pudo restaurar el área de almacenamiento provisional

 Error de Protección de instancia automática

 Errores de creación de puntos de recuperación de DPM Online

 Falta el volumen de caché de DPM Online

 Copia de seguridad parcialmente correcta

 Se deshabilitaron dispositivos de biblioteca

# Configuraciones admitidas

La siguiente tabla muestra las configuraciones admitidas para el Módulo de administración de energía para Operations Manager 2007.

|  |  |
| --- | --- |
| Configuración | Compatibilidad |
|  Windows Server 2008 R2 | Todas las ediciones de 32 bits y 64 bits |
| Servidores agrupados | Compatible |
| Supervisión sin agente | No compatible |
| Entorno virtual | Compatible |

# Introducción

Puede instalar el Módulo de administración de System Center Data Protection Manager 2010 (DPM) desde el panel Administración de Microsoft System Center Operations Manager 2007.

Después de instalar el módulo de administración de DPM 2010 podrá supervisar el estado de todos los equipos protegidos por DPM 2010.

## En esta sección

[Importación del módulo de administración de System Center Data Protection 2010](#za449c74e9e254384a7420fd6814ffb18)

|  |
| --- |
| Describe cómo importar el módulo de administración de DPM 2010.  |

[Creación de un nuevo módulo de administración para personalizaciones](#zba60d80ac0fa4e8d94022447667e3c64)

|  |
| --- |
| Describe cómo crear un módulo de administración independiente para cada módulo de administración sellado que desee personalizar. |

# Importación del módulo de administración de System Center Data Protection 2010

Para obtener información acerca de cómo importar un módulo de administración, consulte la sección [Importación de un módulo de administración de Operations Manager 2007](http://go.microsoft.com/fwlink/?LinkId=142351) en la Guía del usuario de operaciones de Operations Manager 2007 R2 (http://go.microsoft.com/fwlink/?LinkId=142351).

Después de importar el módulo de administración de DPM 2010, siga estos procedimientos para finalizar la configuración inicial.

1. Cree un nuevo módulo de administración.

2. En el nuevo módulo de administración, almacene invalidaciones y otras personalizaciones.

## En entornos que usen vales

Si utiliza un sistema de vales junto con System Center Operations Manager, debe habilitar las reglas y deshabilitar los monitores para no recibir alertas duplicadas. En la tabla siguiente se muestran las opciones que debe habilitar y deshabilitar en un entorno de vales.

|  |  |
| --- | --- |
| Alerta | Modificador |
| DPM 2010: Error al crear el punto de recuperación, se superó el umbral | Habilitar |
| DPM 2010: Réplica incoherente con umbral | Habilitar |
| DPM 2010: Error de sincronización con umbral | Habilitar |
| DPM 2010: Error de creación de punto de recuperación sin alerta | Habilitar |
| DPM 2010: Réplica incoherente sin alerta | Habilitar |
| DPM 2010: Error de sincronización sin alerta | Habilitar |
| DPM 2010: Errores de sincronización (3115) | Deshabilitar |
| DPM 2010: Error al crear el punto de recuperación (3114) | Deshabilitar |
| DPM 2010: La réplica no es coherente (3106) | Deshabilitar |
| DPM 2010: Error de sincronización con precedencia | Deshabilitar |
| DPM 2010: Réplica incoherente | Deshabilitar |
| DPM 2010: Error al crear el punto de recuperación con precedencia | Deshabilitar |

## En entornos que no usen vales

En un entorno que no use vales, si desea que todas las alertas de DPM correspondan a una alerta de System Center Operations Manager, configure el módulo de administración tal y como se describe en la tabla siguiente.

|  |  |
| --- | --- |
| Alerta | Modificador |
| DPM 2010: Errores de sincronización (3115) | Habilitar |
| DPM 2010: Error al crear el punto de recuperación (3114) | Habilitar |
| DPM 2010: La réplica no es coherente (3106) | Habilitar |

Si desea implementar supervisión basada en contrato de nivel de servicio (SLA), configure el módulo de administración tal como se describe en la tabla siguiente.

|  |  |
| --- | --- |
| Alerta | Modificador |
| DPM 2010: Errores de sincronización (3115) | Deshabilitar |
| DPM 2010: Error al crear el punto de recuperación (3114) | Deshabilitar |
| DPM 2010: La réplica no es coherente (3106) | Deshabilitar |
| DPM 2010: Error de sincronización con precedencia | Habilitar |
| DPM 2010: Réplica incoherente | Habilitar |
| DPM 2010: Error al crear el punto de recuperación con precedencia | Habilitar |

## Para entornos escalados

Si se encuentra en un entorno escalado, configure el módulo de administración tal y como se indica a continuación.

En el servidor de Operations Manager

|  |  |
| --- | --- |
| Umbral de recuento de identificadores del servicio de mantenimiento | 5000 |
| Umbral de Bytes privados del servicio de mantenimiento | 1 GB |
| Umbral de recuento de identificadores de host de supervisión | 5000 |
| Umbral de bytes privados de host de supervisión  | 1 GB |

En el servidor DPM

Establezca la clave del Registro "HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\HealthService\Parameters\State Queue" en 4096

Establezca la clave del Registro "HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\HealthService\Parameters\Management Groups\<MG>\MaximumQueueSizeKb" en 150000

Establezca la clave del Registro "HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\HealthService\Parameters\Persistence Version Store Maximum" en 400 MB

Sugerencia

Aumente el valor si aparece el evento de error 623 mientras el servicio de mantenimiento vuelve a cargar el archivo de configuración.

## Vea también

[Personalización de monitores y reglas](#z70073d753b60411c9b7b870b1af284a3)

[El monitor Mantenimiento de entidad de un servidor de administración de Operations Manager 2007 muestra "Crítico" junto con un valor de umbral del Servicio de mantenimiento](http://go.microsoft.com/fwlink/?LinkId=201698)

# Creación de un nuevo módulo de administración para personalizaciones

La mayoría de los módulos de administración de proveedores están sellados, por lo que no es posible modificar ninguno de los valores de configuración originales del archivo del módulo de administración. Sin embargo, puede crear personalizaciones, como, por ejemplo, invalidaciones o nuevos objetos de supervisión y guardarlos en un módulo de administración diferente. De forma predeterminada, Operations Manager 2007 guarda todas las personalizaciones que se realicen en el Módulo de administración predeterminado. Como práctica recomendada, debe crear un módulo de administración independiente de cada módulo de administración sellado que desee personalizar.

La creación de un nuevo módulo de administración para almacenar las invalidaciones tiene las siguientes ventajas:

 Simplifica la exportación de personalizaciones que se crearon en entornos de prueba para el entorno de producción. Por ejemplo, en lugar de exportar el Módulo de administración predeterminado que contiene personalizaciones de diversos módulos de administración, puede exportar únicamente el módulo de administración que contenga las personalizaciones de un único módulo de administración.

 Si no contiene ninguna personalización, puede eliminar el módulo de administración original sin tener que eliminar primero el Módulo de administración predeterminado.

Un módulo de administración que contiene personalizaciones depende del módulo de administración original. Esta dependencia requiere que se elimine el módulo de administración con personalizaciones antes de eliminar el módulo de administración original. Si se guardan todas las personalizaciones en el Módulo de administración predeterminado, debe eliminar el Módulo de administración predeterminado antes de poder eliminar un módulo de administración original.

 Es más fácil hacer un seguimiento y actualizar las personalizaciones en módulos de administración individuales.

Para obtener más información sobre módulos de administración sellados y no sellados, consulte [Management Pack Formats (Formatos de módulo de administración)](http://go.microsoft.com/fwlink/?LinkId=108355)  (http://go.microsoft.com/fwlink/?LinkId=108355). Para obtener más información acerca de las personalizaciones del módulo de administración y del Módulo de administración predeterminado, consulte [About Management Packs in Operations Manager 2007 (Acerca de los módulos de administración en Operations Manager 2007)](http://go.microsoft.com/fwlink/?LinkId=108356) (http://go.microsoft.com/fwlink/?LinkId=108356).

## Vea también

[Personalización de monitores y reglas](#z70073d753b60411c9b7b870b1af284a3)

# Personalización de monitores y reglas

El Módulo de administración de DPM 2010 incluye seis monitores basados en SLA y tres reglas. Aparecen únicamente si un trabajo determinado ha fallado de forma continua dentro de un periodo de tiempo concreto. De forma predeterminada, este período está establecido en 24 horas. Puede cambiar el período de SLA para adaptarlo a sus necesidades.

|  |  |
| --- | --- |
| Alerta | Descripción |
| DPM 2010: Error de sincronización con precedencia | En este monitor suprime las alertas "Error al crear el punto de recuperación" si la causa raíz se encuentra en otro lugar. La alerta de la causa raíz se emite por separado. |
| DPM2010: Error de creación de punto de recuperación sin alerta | Este monitor actualiza el estado de mantenimiento del objeto de origen de datos si se ha producido un error al crear un punto de recuperación. Por ejemplo, si no tiene acceso a un agente de protección DPM, o si un equipo protegido no está en funcionamiento y los trabajos de copia de seguridad de todos los orígenes de datos están fallando, actualiza el estado de todos los orígenes de datos afectados sin provocar una alerta específica del origen de datos. |
| DPM 2010: Réplica incoherente | Este monitor suprime las alertas "Réplica incoherente" que se emiten cuando los datos duplicados no son coherentes con los datos de origen si la causa raíz se encuentra en otro lugar. La alerta de la causa raíz se emite por separado. |
| DPM 2010: Réplica incoherente sin alerta | Este monitor actualiza el estado del origen de datos sin emitir una alerta específica del origen de datos si la réplica no es coherente. Por ejemplo, si no tiene acceso a un agente de protección, o si un equipo protegido no está en funcionamiento y los trabajos de copia de seguridad de todos los orígenes de datos están fallando, actualiza el estado de todos los orígenes de datos afectados sin emitir una alerta específica del origen de datos. |
| DPM 2010: Error de sincronización con precedencia | Este monitor suprime las alertas de errores de sincronización si la causa raíz se encuentra en otro lugar. La alerta de la causa raíz se emite por separado. |
| DPM 2010: Error de sincronización sin alerta | Este monitor actualiza el estado de mantenimiento del objeto de origen de datos si se han producido errores de sincronización. Por ejemplo, si no tiene acceso a un agente de protección, o si un equipo protegido no está en funcionamiento y los trabajos de copia de seguridad de todos los orígenes de datos están fallando, actualiza el estado de todos los orígenes de datos afectados sin emitir una alerta específica del origen de datos. |
| DPM 2010: Error al crear el punto de recuperación, se superó el umbral |  |
| DPM 2010: Réplica incoherente con umbral |  |
| DPM 2010: Error de sincronización con umbral |  |

## Para modificar una regla o un monitor

1. Haga doble clic en el monitor o regla que desee modificar.

2. En el cuadro de diálogo Propiedades, en la ficha de Configuración, haga clic en Configurar.

3. Anote todos los nombres de parámetros y valores del cuadro de diálogo Configuración .

4. Cree un nuevo monitor o una regla con todos los valores que coincidan exactamente con el monitor o la regla que desee modificar. El parámetro 15 tiene el valor 86400, que es un día. Puede cambiar este valor para cambiar el SLA.

## Vea también

[Creación de un monitor de unidad de eventos de Windows simples en Operations Manager 2007](http://go.microsoft.com/fwlink/?LinkId=196758)

# Descripción de las operaciones del Módulo de administración

Gracias al Módulo de administración de DPM, un administrador puede supervisar de forma centralizada el estado de protección y recuperación de los datos para varios servidores DPM y los equipos que estos protegen. El módulo de administración también supervisa los indicadores principales de estado y rendimiento de los servidores DPM.

Para los servidores DPM, el módulo de administración de DPM supervisa el estado del servicio y de la base de datos DPM, el rendimiento de los servidores, y los indicadores principales, como la disponibilidad del disco y los cambios de configuración en los volúmenes protegidos por Administrador de protección de datos. Para los equipos protegidos, el módulo de administración de DPM supervisa el estado de la conectividad con Administrador de protección de datos, las operaciones de recuperación de datos de los volúmenes protegidos y las réplicas y puntos de recuperación almacenados en el servidor DPM.

## Funciones de supervisión del módulo de administración

|  |  |
| --- | --- |
| Escenario | Condiciones y tareas supervisadas |
| Supervisión de servidores DPM | ¿Es correcto el estado de las bases de datos que utiliza Administrador de protección de datos? ¿Están disponibles para realizar actividades de protección?¿Se han producido errores en el servicio DPM?¿El uso de CPU y memoria en los servidores DPM se encuentra dentro de los intervalos normales de rendimiento?¿Puede Administrador de protección de datos tener acceso a todos los discos que se han asignado al bloque de almacenamiento de Administrador de protección de datos?¿Se han actualizado correctamente los permisos para la recuperación del usuario final con el fin de garantizar que solo los usuarios autorizados puedan recuperar versiones anteriores de los datos protegidos?¿Han causado los cambios de configuración en los volúmenes protegidos posibles problemas de protección? |
| Supervisión de actividades de protección de datos en equipos protegidos por Administrador de protección de datos | ¿Puede Administrador de protección de datos conectarse a los agentes de protección de Administrador de protección de datos de los servidores protegidos para realizar actividades de protección?¿Recuperan los administradores DPM correctamente las versiones anteriores de datos protegidos del bloque de almacenamiento de DPM?¿Se crean correctamente las réplicas iniciales cuando se agrega un nuevo grupo de protección? ¿Son todas las réplicas del servidor DPM coherentes con los orígenes de datos de los equipos protegidos?¿Se producen errores en las sincronizaciones y comprobaciones de coherencia de los volúmenes protegidos en Administrador de protección de datos?¿Se crean correctamente los puntos de recuperación programados para garantizar el acceso a las versiones anteriores de los orígenes de datos protegidos? |
| Diagnosis y resolución de problemas en un servidor DPM remoto | Inicie y detenga el servicio DPM en un servidor DPM remoto.Haga ping a un servidor DPM o a un equipo protegido. |

## Definiciones de supervisión de estado

Este módulo de administración ofrece funciones de supervisión de estado basadas en las definiciones que se incluyen en la tabla siguiente.

Definiciones de supervisión de estado del módulo de administración

|  |  |
| --- | --- |
| Estado | Estado de mantenimiento |
| Verde (correcto) | Las operaciones se completan correctamente. |
| Verde (informativo) | Se presentan alertas informativas sobre las que tal vez desee tomar acción. |
| Amarillo (advertencia) | Existen condiciones que pueden causar problemas en el futuro. |
| Rojo (error crítico) | Un problema grave necesita atenderse inmediatamente. |

## Resolver alertas manualmente

Cuando se resuelve una alerta manualmente, la función de supervisión de estado no muestra automáticamente el estado actualizado. Para actualizar la función de supervisión de estado, siga estos pasos.

1. Abra la consola de Operations.

2. Busque la función de supervisión de la alerta resuelta.

3. Haga clic en Restablecer estado de mantenimiento.

## Vea también

[Objetos que detecta el Módulo de administración](#zc3ee1acda61248da98615055dc2fe9cf)

[Acumulación de estado](#zcbdc2dd66ba544cf8236bee51492faa6)

[Escenarios de supervisión principales](#za7e93bcac1ba4391ab7de16961a9329d)

# Objetos que detecta el Módulo de administración

El Módulo de administración de DPM 2010 detecta los tipos de objeto que se describen en la tabla siguiente. No todos los objetos se detectan automáticamente. Utilice invalidaciones para detectar los objetos que no se detectan automáticamente.

|  |  |
| --- | --- |
| Categoría | Tipo de objeto |
| DPMServer | Servidor DPM |
| ProductionServer | Equipo en el que está instalado un agente de protección DPM |
| Orígenes de datos | Entidad en el equipo protegido que DPM protege |
| Discos | Espacio de almacenamiento en el servidor DPM en el que se almacenan las entidades protegidas |
| Bibliotecas | Bibliotecas de cinta de un servidor DPM |
| Unidades | Unidades de cinta de una biblioteca |



# Acumulación de estado

El Módulo de administración de DPM 2010 considera a DPM como una estructura por niveles, en la que el estado de cada nivel depende de los niveles que se encuentran bajo él. La parte superior de esta estructura es todo el entorno de DPM (conocido como el Grupo de administración), y el nivel más bajo incluye todos los Agentes de DPM. Cuando cambia de forma significativa el estado de uno o varios objetos de un nivel inferior, el estado de los objetos de los niveles superiores cambia según la variación. Esta acción recibe el nombre de "acumulación de estado".

Un cambio importante es aquel en el que un objeto cambia de estado correcto a incorrecto, o viceversa. Los niveles superiores cambian en respuesta a los cambios que tienen lugar en el nivel inferior. De esta forma, si uno de los objetos que se encuentran en los niveles inferiores cambia a un estado incorrecto, los objetos que se encuentren en los niveles superiores reflejarán dicho cambio.

En el módulo de administración de DPM, el peor estado de un objeto inferior se traslada a la instancia principal. Por lo tanto, si un objeto de nivel superior tiene cinco objetos bajo él y uno de ellos pasa a tener un estado incorrecto, el objeto de nivel superior aparecerá como incorrecto.

# Escenarios de supervisión principales

Tras importar el módulo de administración, espere al menos una hora para que recopile datos y podrá empezar a ver los datos supervisados en la consola de Operations de Operations Manager 2007. En el panel Supervisión, el nodo System Center Data Protection Manager 2010 (DPM) y los nodos secundarios contienen vistas para DPM.

Atributos de equipos

El Módulo de administración de DPM recopila los atributos siguientes de los equipos:

 Microsoft System Center Data Protection Manager

Grupos de servidores de DPM

El Módulo de administración de DPM incluye el siguiente grupo de equipos:

 Servidores de Microsoft System Center Data Protection Manager 2010

## Grupo de reglas Alerta

Las reglas del grupo de reglas Alerta son idénticas a todas las alertas de System Center Data Protection Manager (DPM) que pueden requerir una acción por parte del usuario, de modo que un administrador puede supervisar la protección de los datos de varios servidores DPM desde la consola de Operations de Microsoft System Center Operations Manager 2007. El módulo de administración filtra las alertas que no requieren ninguna acción por parte del usuario.

La gravedad de la alerta en DPM determina la gravedad de la alerta reflejada en la consola de Operations de Operations Manager.

 Las alertas de advertencia en DPM son alertas de advertencia en Operations Manager.

 Las alertas de error en DPM son errores críticos en Operations Manager.

 Las alertas informativas en DPM son alertas informativas en Operations Manager.

 Las alertas inactivas en DPM se convierten en alertas inactivas en Operations Manager y no se muestran.

La información de producto se encuentra en la sección Detalles de alerta en la consola de Operations de Operations Manager. Este producto contiene información completa sobre cada alerta, incluido un resumen del problema, causas posibles, resoluciones y fuentes de información adicional.

Reglas del grupo de reglas de Alerta de DPM

|  |  |  |
| --- | --- | --- |
| Regla | Habilitada | Gravedad |
| Equipo protegido |  |  |
| Alerta 370 de DPM: No se pudo realizar la operación del agente | Sí | Error crítico |
| Alerta 3116 de DPM: No se pudo detener la protección | No | Error crítico |
| Alerta 3118 de DPM: La creación de la réplica manual está pendiente | No | Informativa |
| Alerta 3121 de DPM: El agente no es compatible | Sí | Error crítico |
| Alerta 3122 de DPM: No se puede obtener acceso al agente | Sí | Advertencia |
| Alerta 3123 de DPM: No se pudieron actualizar los permisos de recuperación del usuario final | Sí | Advertencia |
| Alerta 3311 de DPM: No se pudo realizar la copia de seguridad en cinta | Sí | Error crítico |
| Alerta 3312 de DPM: No se pudo crear el catálogo de la biblioteca | Sí | Advertencia |
| Servidor DPM |  |  |
| Alerta de DPM: Disponibilidad de servidor DPM | Sí | Crítica |
| Alerta 369 de DPM: No hay ningún agente en el nodo de clústeres | Sí | Error crítico |
| Alerta 24059 de DPM: Expiración de certificados de cifrado de cinta | Sí | Advertencia |
| Alerta 3168 de DPM: Se superó el umbral de tamaño de base de datos | Sí | Advertencia |
| Alerta de DPM: Uso de memoria | Sí | Advertencia |
| Alerta de DPM: Uso de procesador | Sí | Advertencia |
| Origen de datos |   |   |
| Alerta 3178 de DPM: No se pudo consolidar los puntos de recuperación de la réplica | Sí | Advertencia |
| Alerta 3111 de DPM: Error de recuperación | Sí | Advertencia |
| Alerta 3165 de DPM: Recuperación parcialmente correcta | Sí | Advertencia |
| Alerta 1689 de DPM: Copia de seguridad parcialmente correcta | No | Advertencia |
| Alerta 690 de DPM: Se cambió la ruta de acceso al recurso compartido | No | Advertencia |
| Alerta 3114 de DPM: No se pudo crear el punto de recuperación | Sí | Error crítico |
| Alerta 3114 de DPM: Error de creación de punto de recuperación sin alerta | No | Advertencia |
| Alerta 3114 de DPM: Error de creación de punto de recuperación con umbral | No | Advertencia |
| Alerta 3163 de DPM: Réplica incoherente | Sí | Error crítico |
| Alerta 3163 de DPM: Réplica incoherente sin alerta | No | Advertencia |
| Alerta 3163 de DPM: Réplica incoherente con umbral | No | Advertencia |
| Alerta 3106 de DPM: La réplica es incoherente, comprobación en curso | Sí | Error crítico |
| Alerta 3115 de DPM: No se pudo realizar la sincronización | Sí | Advertencia |
| Alerta 3115 de DPM: Error de sincronización sin alerta | No | Normal |
| Alerta 3115 de DPM: Error de sincronización con umbral | No | Advertencia |
| Alerta 3161 de DPM: Falta el volumen | Sí | Error crítico |
| Alerta 3170 de DPM: Error de inicialización de trabajo | Sí | Error crítico |
| Alerta 3169 de DPM: Se superó el umbral del volumen de puntos de recuperación | Sí | Error crítico |
| Alerta 3100 de DPM: Se superó el umbral del volumen de réplica | Sí | Advertencia |
| Alerta 3128 de DPM: Se han detectado datos dañados | Sí | Advertencia |
| Alerta de DPM: Se han detectado datos dañados durante la lectura | Sí | Advertencia |
| Alerta 1556 de DPM: Restaurando archivos desde el área de almacenamiento provisional | No | Advertencia |
| Alerta 1557 de DPM: Restauración del área de almacenamiento provisional completada correctamente | No | Advertencia |
| Alerta 1558 de DPM: Restauración del área de almacenamiento provisional parcialmente correcta | No | Advertencia |
| Disco |   |   |
| Alerta 3120 de DPM: No se encuentra el disco | Sí | Error crítico |
| Biblioteca |   |   |
| Alerta 3310 de DPM: No se pudo copiar el conjunto de datos | Sí | Error crítico |
| Alerta 3316 de DPM: No se pudo realizar el inventario detallado de la cinta | Sí | Error crítico |
| Alerta 3305 de DPM: Se alcanzó el umbral de medio libre | Sí | Advertencia |
| Alerta 3301 de DPM: La biblioteca no está disponible | Sí | Error crítico |
| Alerta 3302 de DPM: La biblioteca no funciona con eficiencia | Sí | Advertencia |
| Alerta 3308 de DPM: No se pudo borrar el medio | Sí | Error crítico |
| Alerta 3309 de DPM: No se pudo comprobar el medio | Sí | Error crítico |
| Alerta 3317 de DPM: Se encontraron problemas de integridad de datos en cinta | Sí | Error crítico |
| Alerta 3315 de DPM: El trabajo está esperando la cinta | Sí | Error crítico |
| Unidad |   |   |
| Alerta 3303: La unidad no funciona | Sí | Error crítico |

## Grupo de reglas Servidor

La regla Servidor DPM realiza comprobaciones de estado del servicio System Center Data Protection Manager (DPM) y supervisa la disponibilidad de la base de datos. En la tabla siguiente se describe la regla de este grupo de reglas.

Reglas del grupo de reglas Servidor de DPM

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Regla | Tipo | Habilitada | Gravedad | Descripción |
| El servidor DPM no está disponible | Evento | Sí | No aplicable | Esta regla genera un evento en Operations Manager cuando el servicio o la base de datos DPM no están disponibles. La regla Servidor DPM usa esta información para generar una alerta. Como resultado de la alerta, el estado del servidor DPM se actualiza a color rojo. |

## Grupo de reglas Detección de servicios

Este grupo de reglas contiene una única regla, descrita en la tabla siguiente, que recopila información sobre los equipos administrados para el Módulo de administración de System Center Data Protection Manager (DPM).

Reglas del grupo de reglas Detección de servicios de DPM

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Regla | Tipo | Habilitada | Gravedad | Descripción |
| Detección de servidores de DPM | Evento | Sí | No aplicable | Esta regla ejecuta un script que hace ping a todos los servidores de la red e identifica los equipos que ejecutan DPM 2010. |
| Detección de datos de DPM | Evento | Sí | No aplicable | Esta regla ejecuta un script para identificar todos los servidores DPM y crea una lista de los objetos del servidor en cuestión. Los objetos pueden ser equipos protegidos, orígenes de datos, unidades, discos y bibliotecas. |

# Solución de problemas

|  |  |  |
| --- | --- | --- |
| Problemas | Causa | Resolución |
| El agente SCOM (servicio de mantenimiento) se reinicia cada 15 minutos | El motivo por el que se reinicia servicio de mantenimiento cada 15 minutos es que el número de bytes privado y el número de identificadores del servicio de mantenimiento de System Center Operations Manager superan el umbral predeterminado.System Center Operations Manager cuenta con un monitor que comprueba de forma continua el número de bytes privados y el recuento de identificadores del servicio de mantenimiento. Los valores de umbral predeterminados son 100 MB de bytes privados y 2000 identificadores. Si uno de los dos parámetro supera el límite, un monitor desencadena una acción de recuperación para reiniciar el servicio de mantenimiento. | Aumente el número de bytes privados a 1000 MB y el número de identificadores a 5000. |